Cyber Attack

Talk Talk, the phone and broadband provider, has been the victim of a cyber attack on their website commonly referred to as DDoS – distributed denial of service attack. This has led to hackers accessing Talk Talk's servers and stealing personal data, which could affect over four million customers.

It is currently unknown exactly what data has been stolen but Talk Talk has stated that there is a chance that some of the following data could have been accessed:

- Name and addresses
- Dates of birth
- Email addresses
- Telephone numbers
- Talk Talk account information
- Credit card and banking details

Protect yourself

- Be wary of any emails claiming to be from Talk Talk asking for additional information such as passwords even if they are able to tell you specific account details – this is most likely a phishing email and sent to gain access to your account.
- If you have opened an email attachment please ensure you change the passwords for all your bank, email and online shopping accounts.
- As well as emails be wary of any telephone calls claiming to be from Talk Talk that ask for additional information or want to gain remote access to your computer. Again they may tell you specific details about your account. If you get such a call do not give any details, terminate the call, use a separate telephone line/mobile phone and call Talk Talk back on one of their known numbers to ascertain if the call is genuine.
- Monitor your bank accounts for any unusual activity that you believe may be fraudulent.

If you think you have been a victim of this type of email you should report it to Action Fraud, the UK's national fraud and cyber crime reporting centre.

www.actionfraud.police.uk
Feedback

The ECD needs feedback from our readers to evaluate the quality of our products and to inform our priorities. Please would you complete the following ECD feedback survey through: https://www.surveymonkey.com/r/FeedbackSDU. This should take you no more than 2 minutes to complete. If you have other feedback or additional information that you would prefer to provide by email please send this to NFIBfeedback@cityoflondon.pnn.police.uk
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